**信息系统关键岗位安全责任书**

（部门） （岗位）属于信息系统关键岗位，须承担本岗位所涉及的信息安全、保密的责任。

一、严格遵守本单位下发的各项规章制度，履行本岗位应承担的保密职责。

二、定期接受信息安全技术培训，不断提高职业道德水准、安全意识和技能，不得擅自超越权限，违规操作。

三、对本岗位使用的账号、密码或所掌握的其他岗位的账号、密码，严禁以任何形式向其他人泄露，定期修改本岗位所使用的账号密码。

四、对本岗位所管理的信息系统其他岗位用户，要加强教育，严格管理，保证信息安全。

五、对本岗位所涉及的硬件设备设置、网络配置、安全访问机制等相关信息，要保守秘密，未经批准严禁向其他人员泄露。

六、因所从事的本岗位工作需要，必须向第三方提供相关信息数据的，经相关领导同意后，方可提供。

七、严禁在无保护措施的情况下，随意使用关键信息数据，对涉密信息要严格按照本单位相关制度进行处理。

八、对可能发生（或已经发生）的信息安全事件，有责任及时向主管领导汇报，并注意保密，避免产生不良影响。

九、在本岗位工作期间或离岗后，对所涉及的本单位重要发展规划，经营管理信息，关键经济、技术指标信息，客户档案信息等内容，必须严格保密，不得泄露。

十、在解除与本单位的劳动关系之前，须将所持有的各种信息数据原件及复印件全部交还给本单位，并办理好交接手续，保证不保留记录相关信息的任何书面、电子或其他形式的载体。

十一、如果违反上述保密规定，造成损失，所有经济责任、法律责任等均由本人承担。

十二、本责任书一式两份，由本岗位所在部门和信息中心分别保存，自签字之日起生效。

本责任书未提及事宜，以国家法律法规、本单位相关规章制度为标准。

岗位责任人（签字）：

部门领导(签字)：

年 月 日